SLMBA Cybersecurity & Data Privacy Policy
This policy is adopted under the authority of the Sylvan Lake Minor Ball Association Bylaws, Operating Policies and approved by the Board of Directors.
Effective Date: December 9, 2025

Purpose
This policy outlines the cybersecurity and data privacy practices of the Sylvan Lake Minor Ball Association (SLMBA). It clarifies the scope of our responsibilities and the measures we take to protect the information under our control.

Scope
This policy applies to:
• The SLMBA informational website hosted on the RAMP platform.
• Internal communications and team management conducted through Spordle after registration.
• All board members, volunteers, and staff who interact with these systems.

Information Handling
• Informational Website (RAMP): Our website provides schedules, announcements, and general league information. 
• No payment or sensitive personal information is collected or stored on the RAMP site.
• Registration & Payments (Spordle): All member registration, payment processing, and personal data entry are conducted exclusively through Spordle’s secure platform.
• SLMBA does not collect, store, or have access to payment card information or sensitive personal data entered into Spordle.
• Spordle maintains its own privacy policies, security systems, and compliance certifications (including PCI DSS for payment processing).

• Team Management (Spordle): Once registration is complete, SLMBA uses Spordle’s tools to manage rosters, schedules, and communications.
• Access is limited to non-sensitive information necessary


Link to RAMP (association website) - Sylvanlakeminorball.ca
Link to SPORDLE - https://page.spordle.com/sylvan-lake-minor-ball

